
APNIC certificate identity check 

To receive a digital certificate from the APNIC Certificate Authority, please complete the following steps: 

 

Step 1. Submit the online APNIC Certificate Request Form at:  

https://www.apnic.net/ca 

I have submitted the online form  (tick when submitted) 
 

 

Step 2. Provide your details 

Your full name  
 

 

Name of your organisation 
 

 

Your email address  
 

 

APNIC account name (eg: SAMPLENET-AU) 
  

 

Password (as entered exactly in your online certificate request) 
 

 

 
Step 3. Attach photo identification in the box below or on a separate page 

Identification document 
Please supply a current and valid identification document containing both your name and photograph.  
 

Acceptable forms of identification: 
 Government or state-issued 

identification card 
 Passport 
 Driver's licence 
 Company identification card 

Unacceptable forms of identification: 
 Stand alone photo 
 Social security card 
 Credit card (including one with a photo) 
 Birth certificate 
 School identity card 

 
 

 

 

 

 

[Please attach a copy of identification  
including both your name and photo  
here or on a separate page.  

 

 

 

 
 

 

Continued on the next page ➤ 



Step 4. Read and agree to the terms and conditions 

About the Certification Authority 
APNIC operates a Certification Authority (CA) service to provide enhanced and secure services for 
APNIC members and customers, though the use of X.509 digital certificates. As part of this service, 
APNIC issues digital certificates to APNIC members and to non-member account holders who are 
paying to receive resource services.  

Terms and conditions of the APNIC Certification Authority 
APNIC's CA services are provided under the following terms and conditions: 
 The CA server system will be maintained in a 

secure environment and will at no time be 
connected to the APNIC internal network, or 
to the Internet; 

 APNIC will control intermediate systems used 
to generate private keys or transfer data to the 
best of its abilities, and to the same standards 
as other secured systems operated by APNIC; 

 Procedures for generation of signed keypairs 
will use appropriate proofs of identity, such as 
passports or other official photographic 
identity documents (as described in the 
Certificate Request Form); 

 APNIC will take all reasonable care in all CA 
service processes to ensure keys are 
generated, distributed, and revoked securely 
and with the maximum possible trust; 

 APNIC will communicate to certificate 
holders any proposed changes to the status of 
the CA service and any implied changes to the 
keypairs; 

 APNIC will accept no liability for loss or 
damage incurred in any way through the use 
of digital certificates issued by APNIC; 

 The recipient of any digital certificates issued 
by the APNIC CA service will indemnify 
APNIC against any and all claims by third 
parties for damages of any kind arising from 
the use of that certificate. 

 

I acknowledge that I have read and agreed to the terms and conditions above. 
Signature 

 

 

 
 

 
Step 5. Send this completed form (including identification document) to the APNIC Certificate 

Registration Authority: 

 

 
Email:    helpdesk@apnic.net  

Fax:       +61-7-3858-3199 

Post:      PO Box 2131  
Milton, QLD 4064 
Australia 
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